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Youth Safety



02 META’'SAPPROACHTO YOUTH SAFETY & PRIVACY

Our approach in action:

Meta’s multi-layered approach to youth

Age requirements and collection, EXAMPLES
Underage reports,
Age verification Menu of Options,
Al age models, etc.

Understanding
user age

No alcohol, weight loss ads for
under 18 year-old users, -
No interest-based targeted ads Ad restrictions
under 18 year-old users,
No sensitive data from profile used
for targeted ads (for any user), etc. EXAMPLES

Time setting, view accounts their teen is following/
blocking or teen’s account privacy settings, etc. EXAMPLES

Active enforcement against nudity,
Graphic violence, Self harm, Bullying or
hate speech contents, No access to

Service
restrictions

Co-design and
Consultation
for youth
frameworks

Parental
supervision

O\ Meta

Transparency
and Education

EXAMPLES  Dating for under 18 year-old users, etc.

EXAMPLES Content moderation public reports

(‘Community Standard Enforcement
Report’), Youth Portal, Parents Guide,
Family Centre, Why am | Seeing This,
Acces & Download your Information, etc.

EXAMPLES Meta’s Best Interest of the Child Framework,

Safeguards,

Tools

Design Guide for Youth, etc.

EXAMPLES Privacy and safety by default settings,

‘Take a break’ wellbeing nudge, Making it
more difficult for adults to find and
follow teens, ‘Take it Down’ partnership
with NCMEC, etc.

*Examples for illustrative purpose



Transparency Cente Bognoryya  [ypaM Xapankyynax Atoynryn 6angan OHUNOX 3ynnc 3acarnan CypanraaHbl Xaparcan TannaH

XaMraananTbliH OJIOH ye AaBxapra

X Y3yynaxrym ycTrax KOHTeHT

Oxnan - Bognoryya

ONOH HUUTUUH Oarax

MaHain ONoH HUMTUWH Aarax MepaeX XM X3IMMKIIHA
Facebook 6onoH Instagram gaap yn 3esweepex
KOHTEHTbIH TOpnyyaunr 3aacaH 6banpar. Buo Tanora2p
Content We KOHTEHTbIH Tanaap M34C3H Aapyia 6CBep YEUMNHX3H
Remove for 60N0oH eep AMap Y XyHA Y3YYN3XryWH Tyng 6ypaH

Everyone ycTragar. bug oypam 3epuyceH KOHTEeHThIr ycTraxgaa
YYHUAT XyBaanucaH 6yprtrang aHxaapyyara rasmx 6ereen
MaHal 6ognorbir 4aBTaH HOLTOMIoop 3epyYceH 6on yr
BypTranuunr nassxryn Gonrogor. Tapxyy 6o4noro Hb
MaHaM ONTOH HUHATHUIMH CYMK33HA By XyH BYpUAr, ywHA
©CBOp YEMMHXHUIWT XaMraanax 30purotoun.

MEPLOOX XM XoMMXK33

OnNoH HUNTUIH paraX Mepaex XaM xamxaaHg Facebook, Instagram,
Messenger, Threads 33p oyr 3eBLIeepex, YN 36BLUIeePexXUInr 3aacaH
6anpar.

Content We Hide
for Teens

| ©cBep YEMUHXIHA, Y3YYNaXryn 6ycan KOHTEHT

3apuM KOHTEHT HacaH Xyparyaan 30xXmucTtom bax 6onox
4 18 Hac Xyp233ryn ecBep YeUMHX3HA X3T axaacaH 6aix

O PLA 60NHO. BUA MIPraYyKUNTHYYATM XaMTpaH ecBep
YEWUMHX3HA SMap TOPNIMMH KOHTEHT Y33X34 TOXUPOMMKIYA
Xymyyc egep tytaMmgaa Facebook, Instagram, Messenger, Threads-33p 6onox Tanaap ync opHyyaag cyaanraa seyyncaH 6ereen
navayynaH ee?T TOXMOHA(jOH ywn qannazi 6y cilan TYP93X, f:-)pv MM TOPSIMWMH KOHTEHTbIM T3A2HA Y3YyNnaarryi. Oepeep
BYNUNHX3H, Ha3 HEXeATINIree XoN600TON BanXK, ONOH HUATUINH .
y y . L. XaN63n HacaHg Xyparcag TyxXamH KOHTEeHTbIr y323)K 6onox
Xyp3a3nnumr 6um 6onroxk 6ampar. MaHam yMnumMnras xaasH Tapbym xyHa . -
" N f 4 18 Hac xyp33aryn ecBep HacHbI Xyyxaa, TYYHWUW garagar
YNC, COEN0OP AaMXXUH X342H apBaH X2/193p 66pUNree YeneeTaun -
. BypTranaac xyBaanucaH baicaH 4, y33x byloy xapunuax
WUN3PXUINNAXA Tycanaar. .
6onoMKryn.
Transpa rency Cente Bognoryyn LypaMm X3pamKyynax Aroynryir 6anpan OHUNOX 3ync 3acarnan CypanraaHbl Xap3arcan TaknaH Transpa rency Cente Bopnoryyn Oy p3aM X3P3MKYYN3X Awoynryi 6angan OHUWNox 3yWrnc 3acarnan CypanraaHbl Xxaparcan TalnaH

xnan - Bbognoryya —» ONOH HWATWIAH garax Mepaoex Xam XaMxa3
Ixnan —» bognoryyn —» ONOH HUATWAH Darax» MepOex X3Mm XamxK3a

XYYXAUAH 63NTNIH [033p3nXx3X, AapaMTnax
MOJIKIOr, XYYUPXUNMSN

6a HYLI2H 6une

BopnorbiH O3NrapaHryi X3P3rnNa3ardY“mH nHtepdenc Mag33anan

BopgnoreiH A3Nr3p3Hrym X3P3rN3riMiiH MHTepdernc Mapgs3s3nan -
R e ’ § BoanorbiH A3Mr3P3HIYM

NOrMnUr espP4Ynex

BoaonorbiH O2Nr2pP3aHIym oHeonep
bognoreiH yHOacnan

NOTrUNUr eepPYnNex 5
N>3p3nx3x, napaMTnax y33rasn Hb ONOH rasap Toxmonanor 6ereen 3aHanxmMmMnNax,

20250Hbl 1-p capbiH 23 . - .
XYBb XYHUKUT TaHWX BONOMMXTOM M3O33NNMNT 3a4pyynaxaac axNa34 cypayyncaH

LoD E 3YPBAaC UNMasax, XyCa3aryiM XOp/IoHTOM XoNn600 TOrToox raaf, oN1oH AH3bIH XaN63pasp
OANOrbIH YHASCNIN 2024 0Hbl 7-p capblH 3 mnappar. MM TepnminH 3aH Teneeseec WanTtraanaH xymyyc Facebook, Instagram,
Threads-a atoynryi 6anx, xyHaNyynax 6onomMxryin 6amx Tyn 6ma yyHUNIr xynasH

Bua xyyxaninH 6anrminH Menxxner acBan Xyyxasa aroyn yuypyynaxynu KOHTEHT 9CBan _
3eBWeOSpOSITYN.

2025 0Hb! 8-p capbiH 1 . . . . .
ynngnuiar sesweepaerryin. bug xyyxguinH MenxneruinH tanaap magmaryas xonborgox

2023 0Hbl 12-p capbiH 14



02 | APPROACH TO AGE-APPROPRIATE CONTENT: POLICIES AND ENFORCEMENT

Content review: a partnership of multiple teams

Content policy

Develops our
Community Standards

Community integrity Global operations

Builds the technology that
enforces our Community
Standards at scale

Enforces our Community
Standards through human review

O\ Meta Protecting and supporting young people at Meta



Understanding age

Confidential



Designing an ongoing, multi-layered approach

to understanding user age

Confidential

Age collected at registration

DOB requested at account registration through an
age-neutral process with technical restrictions to
make it harder for users to provide false information.

Community reporting

Anyone can report suspected underage accounts on
|G, FB, and in Quest and we have dedicated channels
to review these reports.

Educating parents

We remind parents of the minimum age in the
Instagram Parents’ Guide and our Parent Education
Hub in VR and on IG.

Contentreview

We also train content reviewers to remove
accounts that appear to belong to U13s.

Machine learning to detect likely teens

We’re investing in age prediction models to
detect likely teens and ensure they receive age-
appropriate experiences.

Menu of options to verify age

We're testing additional options beyond ID
upload for users to verify their age.



POLICY PROPOSAL

Why is age verification and parental approval at OS/App Stores
level the best solution?

It’s easier for parents. For example, in the US, the average teenager uses 44 applications on their phones.

O1 We believe that a significant step forward can be taken at a European level to ensure that parents only
need to verify the age of their child once - and that their child will then be placed into an age-appropriate
experience on every single app.

It’s more privacy protective. Users can confirm their age, familial relationship and parental approval once, then

02 decide from one place (at app store/OS level) which apps do and do not get this data. App-by-app parental
approval and age verification requires parents and teens to provide every app with a parent and teen’s personal
information, increasing data privacy and security risks. Parents have concerns about this risk and three-in-four
(76%) trust app stores over individual apps to securely handle the personal data needed to verify parental
approval.

03 The capability already exists. Google/Apple already know the stated age of users and the apps they use, and
have parental permission and approval built into the download step. Small or fast-growing apps popular with
teens are unlikely to build out their own similar, reliable systems

Confidential



CURRENT SITUATION

Current app-by-app experience is high-friction for parental approval

processes

Teen sets up device [Device] collects age

Problems with app-by-app:

1. Device already collected age, but because it’s not
shared, apps are doing it again.

2. Every app is collecting age and PA inconsistently
and it’s difficult for parents to manage.

Teen downloads Instagram [App] collects age

Teen downloads Facebook [App] collects age
Teen downloads Messenger [App] collects age
Teen downloads Youtube [App] collects age
Teen downloads Snap [App] collects age
Teen downloads TikTok [App] collects age
Teen downloads Roblox

[App] collects age

Teen downloads other apps...

(App] collects parental consent

[App] collects parental consent

[App] collects parental consent

[App] collects parental consent

[App] collects parental consent

[App] collects parental consent

[App] collects parental consent

Teen finishes account creation

Teen finishes account creation

Teen finishes account creation

Teen finishes account creation

Teen finishes account creation

Teen finishes account creation

Teen finishes account creation

[App] Parent and teen set up supervision

[App] Parent and teen set up supervision

[App] Parent and teen set up supervision

[App] Parent and teen set up supervision

[App] Parent and teen set up supervision

[App] Parent and teen set up supervision

[App] Parent and teen set up supervision

OS/App store experience is much simpler for parental approval processes

Teen sets up device [Device] collects age

Problems solved by OS:

1. Age and PA is collected consistently at OS-level and
data is shared with downstream apps.
2. Parents can manage approvals centrally.

Confidential

[Device] establishes parent [ child link

Teen requests to download Facebook

Tean requeasts to download Messenger

Teen requests to download Youtube

Tean requests to download Snap

Teen requests to download TikTok

Teen requests to download Roblox

Teen requests to download other apps...

Teen requests to download Instagram

[Device] collects parental consent

Teen downloads [Appl

[App] Age and parental consent
passed from device, and
supervision setup automatically.

Device responsibility

App responsibility



Instagram Teen Accounts
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Addresses the largest concerns reported by parents - globally - around their vourstory  mwells77  aimialover  alexany..
teen’s use of social media apps:

Why Teen Accounts?

e C(Contact
e (Content
® Screentime

Built-in protections:

An experience made just for you
Soon, your settings will be updated automatically

M. to help you explore what you're into and protect
e Limit who can contact teens and the content they see o bl bl
® TeenS Under' 16 WOn’t be able to Change any Of these Settlngs to be |eSS strict
earn more

without getting a parent’s permission




Built-in Protections

Control or New default state Ability to edit
Feature
Privacy Default to private upon sign-up
Contact Can only be messaged by people who
they follow, or have messaged before
Content Sensitive Content Control set to Less
13-15: Parent approval needed to change
Bullying & Hldd.en words on , 16-17: Teen can change on their own
H Tags/Mentions/Reels Remixes
arassment ;
restricted to people you follow
Sleep mode (10PM-7AM)
Time

Daily limit reminder 60 min

13-17 year olds, if supervised will need parental approval to change the above settings.
Parents can place supervised teens into blocking hours.




Supervision dashboard
for parents

Once supervision is set up, parents can
see their supervised teen’s settings
and insights such as time spent,
followers and following, and blocked
accounts in the supervision dashboard.

*image mocks may not be final

sun_77

Stella Jones

Teen Account
Awaiting your approval

=8 sun_77 requested to change their
* (@) account privacy.

1 hour ago

Review

Their teen safety settings

Teen Accounts come with built-in settings that

keep teens safe. Learn more
[i‘] Account privacy

@ Who can interact with them

=] What they can see

@ Time management

Let your teen change these without you

Who they have chats with e S O

Followers and following B 2
6 new in the last 7 days y

Blocked accounts >

Their content

Topics they chose

Your teen chose to see content from these topics
based on their interests. Topics are filtered to show
teens content that'’s right for them.

Travel & Activities Movies & Shows
Gardening & Landscaping Music

Animals Beauty Comedy & Humor

Their time spent

33m daily average

How much time they spent on Instagram per day on
any device in the past 7 days. Learn more

Sat Sun Mon Tue Wed Today

=5
Fri

Manage time limits

Remove supervision



Resources



00 Meta Al glasses Meta Quest Apps and games Explore Meta Support Q @ 8 m Meta English (UK) v

Safety Centre Topics Communities  Resources  News

Welcome to Meta Help Centre

How can we help you?

Search help articles Search
At Meta, we take a comprehensive approach to making our technologies a better
place for everyone. Learn how we're working to keep you safe on our platforms.
Meta Help
¢85  Accounts Centre O MetaAl @ Cross-Meta experiences
Policies, safety and
@ Meta Pay @ ’ y

accessibility

Search Safety Centre

00 Meta Supervision Facebook and Messenger Instagram Meta Horizon and Meta Quest Resources

Welcome to Family Center

Tools and resources to
support your family's
digital experiences




Industry Partners
S tO p N C I I O rg Companies who will receive cases and hashes from StopNCll.org:
|

Owned & Operated by: facebook ' TikTok reddit

What do you do if someone is threatening to
share your intimate images?

']' Revenge Porn Instagnam & OnlyFans @ Threads
Helpline SR
Pornhub  Snap Inc. %NIANTIC el

lay REDGIFS

You are not alone

Are you worried someone might share your intimate images online? Has this already happened to you?

(® We are here to help

Take E Down Get Started

‘-J

Take It Down.
Having nudes online is scary,

but there is hope to get it taken

TakeltDown.ncmec.org

or sexually explicit photos

Get Started + y l i A 0 O O OnlyFans

ARk

- Snap Inc.
NATIONAL CENTER FOR Porn hub KJ JUIR
MISSING & TikTok
EXPLOITED

CHILDREN
@ Threads REDGIFS




» #0001 P O<§ > Q

[

Person creates a
private case -
iImages never

leave their device

2

StopNCll.org

generates unique
hash (“digital
fingerprint”)

S

StopNCll.org
shares the hash
with tech
companies

4

Tech companies
find and remove
matches of the

hash on platform



Questions?
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